Examine the each of the logs and answer the following questions:

1. What type of log files are they?
2. What are the dates which are represented by the logs?
3. How many unique users appear?
4. What was the largest data export? and does it look out of the ordinary?
5. What is the most common error found in the error logs?
6. Do you see anything which is out of the ordinary?
7. Write a short synopsis of what you found.
8. Secure log is a password fail or log in fail. Messages log is either a mac address problem or security breach. Access logs are errors upon access of websites. The error logs are notifying the user that the computer cannot find the files they are looking for.
9. December 8th, December 9th, and December 10th, 2013
10. In Access log there are two. Secure has one.
11. I was unable to find this information.
12. script not found or unable to stat and File does not exist with common files like php5 and phpmyadmin.
13. I’ve notice that in the errors logs that the person is trying to look for their programs and files in the wrong place.
14. Someone is trying to gain access of the system and unable to log in and find access to the right files